*2. számú függelék a 8/2023. számú igazgatói intézkedés Mellékletéhez*

**Tájékoztató**

**a Vas Vármegyei Katasztrófavédelmi Igazgatóság által alkalmazott kamerás megfigyelésről**

**Az adatkezelő megnevezése:** Vas Vármegyei Katasztrófavédelmi Igazgatóság (a továbbiakban: Vas VMKI)

**Székhelye:** 9700 Szombathely, Ady Endre tér 1.

**Telefonszáma: (**94) 513-431

**Elektronikus levélcíme:** vas.vmki@katved.gov.hu

**A Vas VMKI adatvédelmi tisztviselője, akit adatvédelmi kérdés, probléma, illetve joggyakorlás esetén megkereshet:** Dr. Fölnagy-Hirschberger Adrienn tű. főhadnagy, elérhetősége: (+36-94) 513-431 (vonalas telefonszám) incidensbejelentes.vas@katved.gov.hu

**A Vas VMKI az alábbi objektumaiban térfigyelő kamerarendszert működtet:**

* 9700 Szombathely, Ady Endre tér 1.,
* 9600 Sárvár, Batthyány u. 65.,
* 9900 Körmend, Hunyadi u. 45/A.

**Kezelt adatok köre:** A térfigyelő kamera által készített felvétel rögzíti az érintett képmását, az általa tanúsított magatartást.

Miért van szükség ezekre az adatokra?

A helyiségekben, objektumokon elhelyezésre került vagyontárgyak védelme, az objektumokban folyó a Vas VMKI-ra ruházott közhatalmi jogosítvány gyakorlásának keretében végzett feladatok végrehajtásának zavartalan biztosítása, a készenléti járművek akadálytalan kihajtása, a szakfelszerelések és egyéb vagyontárgyak feladatellátáshoz szükséges rendelkezésre állásának biztosítása, a feladatok ellátásához szükséges infrastruktúra védelme, a minősített és bizalmas adatok védelme, azépületbe történő be- és kilépés rendjének ellenőrzése, az illetéktelen belépés megakadályozása és bent tartózkodás megelőzése, a jogsértések észlelése, a jogsértő cselekmények megelőzése vagy bizonyítása. Az infrastruktúra védelme érdekében cél a jogsértések észlelése, az elkövető tettenérése, a jogsértő cselekmények megelőzése, az esetlegesen szükségessé váló munkáltatói intézkedés vagy nyomozati cselekmények eredményességének elősegítése bizonyítékok rendelkezésre bocsátása útján. Az adatkezelő célja a nemzeti vagyon körébe tartozó, vagyonkezelésében lévő vagyontárgyak állagának megóvása, eltulajdonításuk megakadályozása, amennyiben mégis bekövetkeznének, az elkövető kilétének megállapítása.

Miért kezelhetőek az érintettek adatai?

Az adatkezelő az adatkezelést az adatkezelőre ruházott közhatalmi jogosítvány gyakorlásának keretében végzett feladat végrehajtása érdekében a GDPR 6. cikk (1) bekezdés e) pontja alapján végzi. Az adatkezelés jogalapja tagállami jogban a katasztrófavédelemről és a hozzá kapcsolódó egyes törvények módosításáról szóló 2011. évi CXXVIII. törvény 79/A. §-a.

Az állománytagok szolgálatteljesítésével összefüggő magatartása esetén a rendvédelmi feladatokat ellátó szervek hivatásos állományának szolgálati jogviszonyáról  szóló 2015. évi XLII. törvény 104. § (1) bekezdése.

Mennyi ideig tárolja az adatkezelő a személyes adatokat?

Az adatkezelés időtartama 30 nap.

Kiket érint az adatkezelés?

Az adatkezelés a kamerás megfigyelőrendszer által megfigyelt területre belépőket, és az ott tartózkodókat érinti.

Milyen személyes adatokat kezel az adatkezelő?

A kamerás megfigyelőrendszer által megfigyelt területre belépő személy képmását, mozgását, magatartását és a belépés időpontját érinti. A megfigyelés során olyan minőségű felvételek készülnek és kerülnek rögzítésre, amelyek lehetővé teszik az érintettek egyedi azonosítását, ezért személyes adatnak minősülnek. Felhasználás esetén személyes adatnak tekinthető a kamerák által rögzített érintett magatartása is, mint érintettre vonatkozó következtetés.

Továbbítja-e a személyes adatokat az adatkezelő?

A felvétel egyedi ügyhöz kapcsolódó adatkérés alapján:

* nyomozó hatóság,
* szabálysértési hatóság,
* ügyészség,
* bíróság,
* nemzetbiztonsági szolgálat,
* terrorizmust elhárító szerv,
* közigazgatási hatósági eljárást folytató hatóság,
* nemzetközi jogsegély keretében külföldi hatóság részére továbbítható.

Adatigénylési kérelem alapján a felvétel,

* jogainak gyakorlása érdekében az érintett,
* jogszabályon alapuló jogának gyakorlása érdekében harmadik személy részére is továbbítható.

Fentieken túl a Vas VMKI más személy vagy szerv részére nem továbbítja az adatokat. Adattovábbítás harmadik országba nem történik.

Milyen adatbiztonsági intézkedéseket tesz az adatkezelő?

Az informatikai rendszerek működtetése során a szükséges jogosultságkezelési, belső szervezési és technikai megoldásokkal biztosítjuk, hogy adatai illetéktelen személyek birtokába ne juthassanak, illetéktelen személyek az adatokat ne tudják törölni, kimenteni a rendszerből, vagy módosítani.

Az esetleges adatvédelmi incidensekről nyilvántartást vezetünk, amennyiben szükséges, a felmerülő incidensekről tájékoztatjuk Önt.

A Vas VMKI a kamerával történő megfigyelést az emberi méltóság tiszteletben tartásával alkalmazza, így nem történik megfigyelés olyan helyeken (pl. mosdó, pihenő helyiség megfigyelése), ahol a kamerarendszer használata az emberi méltóságot sértheti.

A képfelvételek megtekintésére szolgáló eszközök úgy kerülnek használatra, hogy a képfelvételek sugárzása alatt azokat az adatkezelő személyén kívül más személy ne láthassa, illetéktelen személyek ahhoz hozzá ne férhessenek.

A megfigyelést és a tárolt képfelvételek visszanézését kizárólag a jogsértő cselekmények kiszűrése, az azok megszüntetéséhez szükséges intézkedések kezdeményezése céljából végezhetik. A kamerák által sugárzott képekről a felvételeket zárt hálózaton keresztül egy-egy NVR céleszközök rögzítik, ezeken kívül a képekről más eszközzel felvételt készíteni nem lehet.

A Vas VMKI a felvételeket helyileg telephelyein tárolja. Az adatok megismerésére jogosultak köre korlátozott, betekintés csak indokolt esetben valósulhat meg.

Milyen jogok illetik meg az érintettet a fenti adatkezelések kapcsán?

1. **Hozzáférés:** Az érintett jogosult arra, hogy az adatkezelőnél érdeklődjön, és tőle visszajelzést kapjon arra vonatkozóan, hogy személyes adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult arra, hogy az alábbiakról tájékoztatást kapjon:
2. az adatkezelés céljai;
3. az érintett személyes adatok kategóriái;
4. azon címzettek vagy címzettek kategóriái, akikkel, illetve amelyekkel a személyes adatokat közölték vagy közölni fogják, ideértve különösen a harmadik országbeli címzetteket, illetve a nemzetközi szervezeteket;
5. adott esetben a személyes adatok tárolásának tervezett időtartama, vagy ha ez nem lehetséges, ezen időtartam meghatározásának szempontjai;
6. az érintett azon joga, hogy kérelmezheti az adatkezelőtől a rá vonatkozó személyes adatok helyesbítését, törlését vagy kezelésének korlátozását, és tiltakozhat az ilyen személyes adatok kezelése ellen;
7. a felügyeleti hatósághoz címzett panasz benyújtásának joga;
8. ha az adatokat nem az érintettől gyűjtötték, a forrásukra vonatkozó minden elérhető információ;
9. a GDPR 22. cikk (1) és (4) bekezdésében említett automatizált döntéshozatal ténye, ideértve a profilalkotást is, valamint legalább ezekben az esetekben az alkalmazott logikára és arra vonatkozó érthető információk, hogy az ilyen adatkezelés milyen jelentőséggel bír, és az érintettre nézve milyen várható következményekkel jár.

Amennyiben az érintett saját személyes adatairól másolatot kér, az adatkezelő azt első alkalommal ingyenesen az érintett rendelkezésére bocsátja.

Az érintett által kért további másolatokért az adatkezelő a közérdekűadat-megismerési igényekre vonatkozó költségtérítési szabályok szerint díjat számolhat fel. A költségtérítés lehetséges mértékéről az adatkezelő a kapcsolatfelvételkor tájékoztatást ad.

Ha az érintett elektronikus úton nyújtotta be a kérelmet, az információkat az adatkezelő elektronikus formátumban bocsátja rendelkezésére, kivéve, ha azokat más formátumban kéri.

A másolat igénylésére vonatkozó jog nem érintheti hátrányosan mások jogait és szabadságait, így például mások személyes adata nem igényelhető, az iratokat vagy a szöveges fájlokat az adatkezelő az érintett személyes adatait ide nem értve anonimizálva bocsátja az érintett rendelkezésére, kivéve, ha az érintett felhatalmazással rendelkezik az adatok megismerésére.

1. **Helyesbítéshez való jog:** Az érintett jogosult arra, hogy kérésére az adatkezelő indokolatlan késedelem nélkül helyesbítse a rá vonatkozó pontatlan személyes adatokat, továbbá jogosult arra, hogy kérje a hiányos személyes adatok – egyebek mellett kiegészítő nyilatkozat útján történő – kiegészítését. Az adatváltozást, amennyiben azok azonosító adatok, igazolni kell. A kamerás megfigyelőrendszer esetében csak az időpont pontosítható.
2. **Törléshez való jog:** A törléshez való jog nem alkalmazható a fenti adatkezelés esetében a GDPR 17. cikk (3) bekezdés b) pontja alapján, mivel az adatkezelés szükséges az adatkezelőre ruházott közhatalmi jogosítvány gyakorlása keretében végzett feladat végrehajtásához.
3. **Adatkezelés korlátozása:** Ha az adatkezelés korlátozás alá esik, az ilyen személyes adatokat a tárolás kivételével csak az érintett hozzájárulásával, vagy jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez, vagy más természetes vagy jogi személy jogainak védelme érdekében, vagy az Európai Unió, illetve valamely tagállam fontos közérdekéből lehet kezelni.

Az érintett az alábbi esetekben jogosult arra, hogy kérésére az adatkezelő korlátozza az adatkezelést:

1. az érintett vitatja a személyes adatok pontosságát, ez esetben a korlátozás arra az időtartamra vonatkozik, amely lehetővé teszi, hogy az adatkezelő ellenőrizze a személyes adatok pontosságát;
2. az adatkezelés jogellenes, és az érintett ellenzi az adatok törlését, és ehelyett kéri azok felhasználásának korlátozását;
3. az adatkezelőnek már nincs szüksége a személyes adatokra adatkezelés céljából, de az érintett igényli azokat jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez.
4. **Adatkezelés elleni tiltakozás:** A tiltakozáshoz való jog gyakorlása esetén az adatkezelő a személyes adatokat nem kezelheti tovább, kivéve, ha bizonyítja, hogy az adatkezelést olyan kényszerítő erejű jogos okok indokolják, amelyek elsőbbséget élveznek az érintett érdekeivel, jogaival és szabadságaival szemben, vagy amelyek jogi igények előterjesztéséhez, érvényesítéséhez vagy védelméhez kapcsolódnak.
5. **Adathordozhatósághoz való jog:** Ez az érintetti jog akkor gyakorolható, ha automatizált módon történik az adatkezelés, és az adatkezelő az adatokat az érintett hozzájárulása vagy a szerződéses jogalap alapján kezeli.

Az adathordozhatósághoz való jog a tájékoztatóban szereplő adatok tekintetében nem gyakorolható, mert nem történik automatizált módon történő adatkezelés.

**Mennyi idő az 1-6. pontban foglalt kérelmek vizsgálata és megválaszolása?**

Az adatkezelő indokolatlan késedelem nélkül, de legfeljebb a kérelem beérkezésétől számított egy hónapon belül tájékoztatja az érintettet a kérelem nyomán hozott intézkedésekről. Szükség esetén, figyelembe véve a kérelem összetettségét és a kérelmek számát, ez a határidő további két hónappal meghosszabbítható. A határidő meghosszabbításáról az adatkezelő a késedelem okainak megjelölésével a kérelem kézhezvételétől számított egy hónapon belül tájékoztatja az érintettet. Ha az érintett elektronikus úton nyújtotta be a kérelmet, a tájékoztatást lehetőség szerint elektronikus úton kell megadni, kivéve, ha az érintett azt másként kéri.

Amennyiben a jogok gyakorlása során kétség merül fel az adatkezelőben, hogy a kérelem valóban az érintettől származik, saját jogszerű adatkezelése és az érintett védelme érdekében további információkat kérhet.

Az adatkezelő az érintettet, akinek a kérésére korlátozták az adatkezelést, az adatkezelés korlátozásának feloldásáról előzetesen tájékoztatja.

Az adatkezelő az adatok helyesbítése, törlése, az adatkezelés korlátozása esetén mindenkit tájékoztat, akihez az érintett adatait továbbította.

Amennyiben az nem történik meg, lehetetlennek bizonyul, vagy aránytalanul nagy erőfeszítést igényel, az adatkezelő ennek tényéről és okáról az érintettet a kérelemre adott válaszában tájékoztatja.

Ha az adatkezelő az érintett bármely kérelmének nem tesz eleget, indokolnia kell azt.

1. **Felügyeleti hatósághoz fordulás - és bírósághoz fordulás joga:** Ha az érintett úgy érzi, hogy az adatkezelés során sérelem érte, annak tényét a helyzet rendezése érdekében az adatkezelő adatvédelmi tisztviselője felé jelezheti.

## Amennyiben a megkeresés nem vezetett eredményre, az érintett az információs önrendelkezési jogról és az információszabadságról szóló 2011. évi CXII. törvény (a továbbiakban: Infotv.) 52. § alapján a Nemzeti Adatvédelmi és Információszabadság Hatóságnál bejelentést tehet, továbbá az Infotv. 23. § szerint, valamint a polgári törvénykönyvről szóló 2013. évi V. törvény Második Könyvének III. része alapján bírósághoz fordulhat.

A Nemzeti Adatvédelmi és Információszabadság Hatóság elérhetősége:

Postacím: 1363 Budapest, Pf.: 9.

Telefon: +36 (1) 391-1400

Elektronikus postacím: ugyfelszolgalat@naih.hu

Honlap: www.naih.hu

Amennyiben bírósághoz fordulna – választása szerint – a lakóhelye vagy tartózkodási helye szerinti illetékes törvényszékhez (<https://birosag.hu/torvenyszekek>) nyújthatja be keresetét. A lakóhelye vagy tartózkodási helye szerinti törvényszék megkeresésében a <https://birosag.hu/birosag-kereso> oldal nyújt segítséget.